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In 2024, the Bank coordinated technological development and security, intensified its digital
transformation progress, and further promoted the “Digital Finance” agenda with sustained efforts to
proactively adapt to the financial growth and evolving technological environment. Through technological
empowerment, the Bank improved its operational efficiency, solidified its foundation for reform and
development, and injected higher-quality technological impetus into policy-based finance to serve better
China’s development strategies and foreign trade and economic cooperation.

The Bank advanced its digital transformation in business management and promoted the effectiveness
of technological empowerment. Leveraging the advantages of its IT structure, the Bank accelerated
the institution-wide digital transformation process, strengthened technological coordination and
empowerment across the head office and branches, focused mainly on fields such as client service,
operational management, data application and regulatory submission, and made great efforts in
enhancing system functionality, optimizing technological services, and improving user experiences.
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The Bank strengthened its internet and data security management to enhance its technology safeguards.
By focusing on key areas such as threat prevention, emergency response and managing subsidiaries
and overseas institutions, the Bank has accelerated the development of institution-wide cybersecurity
infrastructure and improved its governance in cybersecurity. In tandem, the Bank has elevated
the efficiency of data governance, coordinating data security and application processes. It has
established a data security framework and implemented multi-tiered, classified data management
strategies. Furthermore, the refinement of emergency response mechanisms has propelled data security
management to new heights.

The Bank has ensured its IT operations and maintenance are robust to strengthen technological support.
By constructing disaster recovery systems for its data centers located in the same city, the Bank
effectively safeguards its business continuity. Additionally, a comprehensive network protection and
operational framework has been established. This framework implements integrated terminal security
management, creating a multi-tiered defense system for the Bank’'s operations. Furthermore, by
intensifying performance analysis and monitoring, the Bank has improved its standardized operations
and continuously refined its management of operations and maintenance.




