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In 2011, the Bank made all-round efforts on IT development, unveiling a new chapter for 

its IT development agenda in the 12th Five-Year Plan period.

First, steady progress was made in deploying the New Generation Business System. This 

includes launching an on-line banking system and developing specific IT plans for overseas 

branches. Focusing on the Bank’s business priorities and requirements of regulation authorities, 

the Bank optimized the functionality of each IT system, raised its business and management 

efficiency, and strengthened its risk prevention to avoid breaches. In addition, the Bank 

developed a new maintenance system for its New Generation Business System, making it better 

prepared for emergencies.

Second, efforts were made to develop IT application systems and renovate the existing IT 

infrastructure. A number of new IT application systems were installed, laying solid groundwork 

for improving workplace efficiency and service quality. These include a platform for virtual 

access to the business system, an instant communication system codenamed “Sametime”, 

queuing devices and a teller service grading system. A platform was built up to combine the 

operation monitoring system and the Oracle database system, thus operation and maintenance 

was made automatic and standardized. Renovation efforts also covered IT infrastructures of the 

data center, external access machines, the disaster recovery fiber switch, and the teleconference 

equipments. As a result, the existing IT infrastructure was better functioned and application 

systems more safe and stable.

Third, improvements were made in information security and management of technologies.

Information security at the time of major events was guaranteed. And constant checkups were 

also done on information systems at all levels and business networks. Rehearsals were arranged 

to respond to IT contingency cases. Scanning of computer loopholes and monitoring of intrusions 

were more frequently deployed. Computer safety software was used so that more scientific 

report can be filed before any application system goes into use. Comprehensive analysis on 

IT needs was carried out. Budget plans were strictly followed. All these uplifted the Bank’s IT 

management quality.


